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Reliability definitions: 

“The ability of an item to perform a stated function under stated conditions, for a stated period of time.” 
(JA1000, ISO 8402) 

“The ability of an item to perform a required function under stated environmental/physical conditions 
for a stated period of time.” (ARP5638)

 Quantifying reliability is based on failure events in periods of time using statistical analysis methods
 Statistical methods include:

• Life Data Analysis (i.e. Weibull) based on measures of service life from beginning (install ‘new’) to end 
(remove for specific failure mode or cause)

• Other methods based on observations in service/use periods such as Reliability Growth Analysis – RGA to 
include the Crow-AMSAA* model

 Systems in DoD service are repairable systems at some level with repairs documented over service 
period

*AMSAA – Army Materiel Systems Analysis Activity, now Combat Capabilities Development Command (CCDC) DEVCOM Analysis Center (DAC)

Statistical Methods

Applying Crow-AMSAA to Assess In-service Reliability
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Presenter Notes
Presentation Notes
We begin with a definition of reliability.  We already know about the Weibull method applied to quantifying reliability.  Weibull requires us to have specific data about beginning and end of service life.  Weibull is also a “one failure mode at a time” method requiring the end of life definition to be consistent, all the same failure mode.   There are other methods, in this case one called Crow AMSAA, that allows us to quantify reliability.  The key trait of the available data is we typically do have operating time periods with removal or repair on specific dates.
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 Reliability Growth Analysis (RGA) is a statistical method that enables measuring in-
service reliability with the following benefits:

• Reasonably accurate results with deficient/dirty data
• Applicable to mixtures of failure modes (Unlike Weibull, which is single failure 

mode)
• Applicable to multiple levels of indenture (system, subsystem, component)
• Facilitates visibility through ease of trending
• Pro-active through enabling predictions 
o Short- and long-range (months, quarters, years)
o Existing and new (first time) occurrences

 RGA allows assessment, tracking, and prediction using typical maintenance data

Statistical Methods

Applying Crow-AMSAA to Assess In-service Reliability
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Presenter Notes
Presentation Notes
Here are the benefits of Reliability Growth based statistics such as Crow AMSAA.  Measurement can be at any level of indenture in the hardware breakdown.  It is a linear representation, so trending is easy to understand, and prediction is enabled through linear regression (where the line goes after our last data point).Typical maintenance data allows a measure for assessment, a means to track, and a prediction.  We can also pick up on new occurrences and provide an estimate of impact and prediction of trend with only a few data points.
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 Key advantages of Crow-AMSAA for monitoring In-service reliability:
• Quantify removals statistically, regardless of failure mode
• Get an indicator of direction (improving or declining) and impact (how many to expect 

and when) at any level
• The process and the physical system are represented

o Occurrences can be defined not just as removals but also events such as in-flight aborts, 
scheduled or unscheduled, etc.

o Results for changes in process, including RCM failure management strategy, can be tracked 
and quantified

• Tracking physical system and process changes shows patterns that aid in solving 
problems and making improvements

 Crow-AMSAA gives the basic data we almost always have, number of events over 
time, a factual voice for forecasting what comes next

Statistical Methods

Applying Crow-AMSAA to Assess In-service Reliability
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Presenter Notes
Presentation Notes
The advantages for RCM are significant.   Occurrence is a user defined event, so not just occurrence of the failure mode can be assessed.  The patterns that emerge are another tool in seeking resolution.  The data we have, no matter the quality, still represents an occurrence of something.  Even poor-quality data where a component is removed with a non-specific code and no knowledge of fault found at disassembly becomes a useful measure.The methodology gives use something with a statistical model base with functionality not present in rolling averages.  
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 Why can’t we just count number of failures and hours without the Crow-AMSAA 
model?

• Crow-AMSAA Beta parameter trends change over time
o Beta < 1, number of events (i.e. failures) is decreasing
o Beta = 1, number of events is constant (stable)
o Beta > 1, number of events (i.e. failures) is increasing

• Crow-AMSAA is also a prediction model, made possible by the linear regression of the 
log-log line

• Just like Weibull, can use the graph to find out information

 Crow-AMSAA is a tracking model with prediction
 Why do we want to track and predict?

Planning and management of In-service reliability

Assessing Reliability

Applying Crow-AMSAA to Assess In-service Reliability
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Important! 
Beta slope 
parameter 

interpretation

Presenter Notes
Presentation Notes
By now someone who has been doing RCM for a while, with NAVAIR or elsewhere, is going to want to know what the big deal is about counting failures in hours.  Simple division works too.  Simple division only looks from now backward.  We can make a Pareto.  That helps, but still just a “nose count” of past and present.What Crow AMSAA does is give us a model, quantifying change, indicating direction, and enabling prediction.  Just like Weibull, there are graphs.  We will get to those shortly.We now have a tracking model.  Just like the Hurricane tracking model, we can look at the past, see the impact of the change, and what the future holds.QUESTION: Why do we want to track and predict?PAUSE TO ALLOW TIME TO ANSWERANSWER: So we can plan and manage failure modes or for that matter ANY event we can influence through RCM, Maintenance Planning, or Process Improvement
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 Crow-AMSAA model parameters 
• Lambda, which is the vertical intercept for the log-log line at a unit of time (t=1).  Not to 

be confused with Failure Rate.
• Beta is the slope of the log-log line that fits the data points.  
• Same term for Weibull and Crow-AMSAA, interpretation is different

o Weibull is slope of Unreliability vs Time, a conditional probability of failure over time 
relationship

o Crow-AMSAA is Number of Events vs Time, an occurrence over time relationship

 Over continuous operating periods failure events will occur, enabling application of 
Crow-AMSAA tracking and prediction

Assessing Reliability

Applying Crow-AMSAA to Assess In-service Reliability
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Presenter Notes
Presentation Notes
Now to model parameters.  As previously stated the plot looks “Weibullian” (yes that is a word used in reliability engineering) and the parameter names are similar.   We talked about interpreting slope in a previous slide.  There is also a parameter called Lambda, but it is NOT failure rate.   Mathematically, Lambda is an intercept point coming up from the X-axis at t=1.   In later slides, it may not be apparent on the graph.  Note that the software tool used in the module from a vendor that also provides a Weibull software tool, does not use the Greek letters to annotate the terms.  Instead they spell them out as words, likely intentionally to avoid confusion.   The key difference is what is plotted by the two methods.  Weibull is a statistical model of life data, time from beginning of life (e.g. install new) to end of life (e.g. removed for failure).   Crow AMSAA is a statistical model for occurrence over accumulated time.
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 Like Weibull, Crow-AMSAA has 
different graphs

 MTBF changes over time

 As population ages, MTBF may 
change showing declining reliability

 Process or design improvement 
implementation should show 
increasing MTBF

 Is this improving or declining?

Improving, B < 1

Cumulative and Instantaneous MTBF

Applying Crow-AMSAA to Assess In-service Reliability
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Presenter Notes
Presentation Notes
Here is a graph from the RGA software tool.  The tool has tracking models for reliability growth.  That term applies to developmental efforts where a specification for a reliability threshold needs to be quantified to show a design performs at the desired level for reliability.  You can see that as the population operates or “ages” MTBF as displayed in this case can also change.  The change is shown by the slope of the line and the Beta value.If you recall the earlier slide where the interpretation of Beta was described, what can you tell me from this plot?QUESTION: Is this improving or declining?PAUSE TO ALLOW TIME TO ANSWERCLICK TO SHOW ANSWERANSWER: Improving!,  B < 1, MTBF is going up as operation continues
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 Blue line is Instantaneous

 Black line is Cumulative

 The way the offset goes, above or 
below the line, is an indicator for 
improving or declining

 For MTBF plot, Instantaneous above 
cumulative, B < 1 means improving

Cumulative and Instantaneous MTBF
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Presenter Notes
Presentation Notes
Let's take a moment to point out what is depicting in this Crow AMSAA Plot. There are two lines, one blue for the instantaneous MTBF and one black for the cumulative MTBF.  The black cumulative line goes through the points from the data.  The blue is offset.  Which way the offset goes, above or below the black line is an indicator for improving or declining.  For MTBF an upward slope from left to right is improving.
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 Failure rate (FR) and MTBF are still 
reciprocals of each other (i.e. 1/XXX) 
for Crow-AMSAA

 Improving FR decreases while 
improving MTBF increases

 The FR and MTBF relationship 
between cumulative and 
instantaneous is also reciprocal 

 Is this improving or declining?

Improving
Instantaneous FR is below Cumulative 

FR

Cumulative and Instantaneous Failure Rate
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Presenter Notes
Presentation Notes
Here we see the same data but this time plotted for Failure Rate.  As you know failure rate and MTBF are reciprocals.  For MTBF increasing is improving and failure rate is the opposite with decreasing meaning improving.  The relationship is also a reciprocal.  QUESTION: Is this improving or declining?PAUSE AND ALLOW TIME TO ANSWERCLICK TO SHOW ANSWERANSWER: Also Improving but because it is Failure Rate, the slope and relationship of cumulative and instantaneous are opposite/reciprocals.



10

 Here is another example

 What can you tell me about this 
one?

• FR shown
• B > 1
• Instantaneous above cumulative

 Is this improving or declining?

Declining, B > 1

Cumulative and Instantaneous Failure Rate

Applying Crow-AMSAA to Assess In-service Reliability
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Presenter Notes
Presentation Notes
Here is another example.  QUESTION: What can you tell me about this one?PAUSE AND ALLOW TIME TO ANSWERCLICK TO SHOW ANSWERANSWER: First it is failure rate that is shownCLICK TO SHOW ANSWERANSWER: Second, the B is greater than 1CLICK TO SHOW ANSWERANSWER: Third, the instantaneous FR line is above the cumulativeSo … QUESTION: Is this improving or declining?PAUSE TO ALLOW TIME TO ANSWERANSWER:  Declining!  B > 1 is first clue.  Also this is a FR and the instantaneous shows increasing over cumulative
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 Prediction is based on the projection 
of the line

 Vertical blue line shown through the 
last point, anything beyond that is 
prediction

 Prediction can be calculated for 
what period to expect next failure or 
at what time

Cumulative Number of Failures vs Time

Applying Crow-AMSAA to Assess In-service Reliability
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Presenter Notes
Presentation Notes
Let’s talk about prediction.   Prediction is enabled by the projection of the log-log line.   There is a vertical blue line in this plot.  The software enables that to show where the last data point is.  Crow AMSAA is based on a concept that data so far is learned data about how the events occur in relation to accumulated operating time.  Predictions are calculations, typically performed by a software or spreadsheet tool.  
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 Crow-AMSAA visibility over occurrences enables trending changes in processes as 
well as physical system

 A change in process may produce a “cusp” in the Crow-AMSAA model, a clear 
indication where a change outside the as designed physical system

 A “cusp” is a point of transition, a place where a change clearly occurred and the 
new is no longer behaving like the old

• Can be an improvement, point where new design or improved failure management 
strategy becomes dominant

• Can also be a degradation, point where change in vendor, operating environment, or 
deficiency in repair process is negatively impacting occurrence 

Data Visualization and Display

Applying Crow-AMSAA to Assess In-service Reliability
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Presenter Notes
Presentation Notes
Crow AMSAA give visibility over more than just the physical system.  Changes in process are also visible.  The process can be the way the system fails under a new design.  It can also be a change in support, perhaps a new vendor with better quality control.  It can be a new work-scope for the repair process.  It can also be a change in the failure management strategy or interval for RCM.Changes will be shown as a “cusp” where the data points change slopes on the log-log scale.  A single line no longer describes the data.The direction of the change as indicated by the different slopes tells if things are better or worse than they were before the cusp.
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 Data points do not fit to a single 
line, two different slopes are 
indicated

 Time period where cusp is indicated 
tells when change took effect

 What does this cusp indicate?

Slope increased (B>1), cusp indicates a 
degradation or change for the worse

Data Visualization and Display

Applying Crow-AMSAA to Assess In-service Reliability
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Presenter Notes
Presentation Notes
Here we see a plot of Number of Failures vs Time.  The depiction of the cusp indicates when the change took place.  Best practice recommendation for Crow AMSAA from Dr. Bob Abernethy and other engineers skilled in applying these methods is to always plot the Cumulative Number of Failures vs Time.   The visual is of this graph allows the trend to be readily apparent.   In fact, one of the things that makes Crow AMSAA so easy when it comes to trending is that every plot is a log-log line.  Number of Failures, MTBF, and FR are all with respect to time based on occurrences producing linear plots even with not so high quality or non-specific data.  QUESTION: What does the cusp indicate in this instance?PAUSE TO ALLOW TIME TO ANSWERCLICK TO SHOW ANSWERANSWER: Slope increased, B >1 for the line through the points after the cusp.  A change for the worse.BONUS QUESTION:  What if the Y-axis of this plot was of MTBF?PAUSE TO ALLOW TIME TO ANSWERANSWER:  It would be improving if the only thing different was the Y-axis was MTBF and slope and cusp looked the same.
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 Parameters tell part of the story
 Visualization in plots and graphs 

improves insight
 The top graph is the cumulative MTBFc 

(orange line) and instantaneous MTBFi  
(blue line)

 The bottom plot is a Crow-AMSAA plot, 
data is calculated in quarters

 What do you see?
• Cusps? How many?
• Three!
• What about those cusps? Start? Stop?

Data Visualization and Display

Applying Crow-AMSAA to Assess In-service Reliability

Why no events prior?

Why one point here?

What does 
this mean?

Presenter Notes
Presentation Notes
Here we see a representation in another tool.  Something else that applying a Crow AMSAA model to in-service reliability provides is visibility over a timeline that uncovers information about events that are not visible in other reliability models. Lets explore what this plot can tell us.  There are three cusps: 1) a start with no prior events, 2) a period of decline while events were occurring, 3) a stop with no events after and increasing MTBFc.   
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RM Trend Tool analysis evaluated five factors over a five-year history using a weighted 
model:

1. Total occurrences (number of events in period) – by WUC for air vehicle and by 
event description from narrative for J85 represents frequency

2. MTBF trend (Crow AMSAA Beta and multiple averages over period) –provides 
insight whether occurrences decrease, are stable, or increase

3. Total Aircrew When Discovered Code events (A, B, C, and D) –provides 
representation of events with operational impact

4. Total Aircrew When Discovered Code Aborts (A and C) – representation of lost 
mission operational impact

5. Total EMT (Average EMT X Total Occurrences) – representation of downtime 
contribution over the period as total time spent correcting the failure derived 
by multiplying total occurrences by average EMT

Case Study

Applying Crow-AMSAA to Assess In-service Reliability
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Presenter Notes
Presentation Notes
Using other maintenance data to supplement the Crow AMSAA trend gives insight into impacts on operations and effort to restore.  A different perspective than typical degrader analysis based on status reporting.  What if the trend is decreasing reliability?  What decisions do you make?  What if the aircrew is experiencing the event?  Is that because maintenance cannot impact discovery, cannot duplicate, ..anything else?  What about aborts?  When aircrew does experience the event, does an abort result? What about how long it takes to restore/repair.  Not talking awaiting maintenance or parts, but when you have the people and the parts how much time and resources does the event consume?  
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 42AAN Generator control unit scores high in all 4 numerical factors and 
top degrader overall. MTBFc is stable but occurrence is frequent.

 8 of top 10 items show a decrease in reliability over the observation 
period.

Case Study

Applying Crow-AMSAA to Assess In-service Reliability
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Presenter Notes
Presentation Notes
The case study carries the Crow AMSAA trend as an input to a degrader model.  Top degraders is often occurrence based along with status reporting.  The approach shown looks at the events, who discovered, whether an abort decision was made, and the effort to restore.  
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 Items ranked 11 through 20 have fewer high scores for the numerical 
factors but still significant effect on operations (aircrew discovered and 
aircrew aborts) and downtime contributions (total EMT)

 3 of the 11 thru 20 items show a decrease in reliability for the period

Case Study

Applying Crow-AMSAA to Assess In-service Reliability
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Presenter Notes
Presentation Notes
Using MTBFc or demonstrated MTBF as a metric, the applying other data as factors in a weighted model can assist in understanding the problem at a different and more directly tied to the event resulting in unreliability than filtered through reporting processes.
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 Crow-AMSAA is another method that compliments Weibull
 Crow-AMSAA enables assessment, tracking, and prediction with typical 

maintenance data
 Indicates Direction and Impact
 Data quality NOT important 

• Any level, any event occurring during operating period
• Basically, counting something in the operating period (removal, abort, one failure mode, 

all failure modes, LRU, Subsystem, System, End Item, ANYTHING you can count)
 Software or spreadsheet tool applies
 Specialized training not overly important, simple to use
 Can be applied as a weighted factor in evaluating top degraders

Summary

Applying Crow-AMSAA to Assess In-service Reliability

18

Presenter Notes
Presentation Notes
In summary, we have covered Crow AMSAA as a reliability statistics tool outside of the traditional use in development.  We do know that Crow AMSAA may look like Weibull when you see it but it is different and therefore complimentary.  Because of its applicability, it can assess, track, and predict with typical maintenance data. It can be applied to any event not just maintenance data.  Doing so gives direction and magnitude of impact as well as insight into patterns of occurrence over time.   We covered the plots and interpretation.  Most of all we emphasized that data quality is more or less a “so what”.  Data need only show an event observed over a time period.  We do not need to know when the component was installed or even why it was removed.  We only need to now that maintenance did something.  Other things can be defined as occurrence.  Aborts, unscheduled maintenance, literally any thing that can be observed to occur over the operating period.  Decisions are enabled to include predicting what to expect at least in the near term.Lastly, if you are going to be using Crow AMSAA as a tool, doing some analysis or making decisions from it, then some training is required and a software or spreadsheet tool is needed.  However, the training is probably only a single session with a few slides not a multi-day class.  
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 MIL-HDBK 189C “Department of Defense Handbook Reliability Growth 
Management”

 Abernethy, Robert B., “The New Weibull Handbook,” Fifth Edition, Chapter 6
 NIST/SEMATECH e-Handbook of Statistical Methods, 

http://www.itl.nist.gov/div898/handbook

References

Applying Crow-AMSAA to Assess In-service Reliability
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Presenter Notes
Presentation Notes
There are several references available for more reading.  The NIST e-handbook is free as is MIL-HDBK 189C.  The Abernethy handbook is written from an engineer perspective for application with examples.  Abernethy is an excellent source for both Crow AMSAA application and Weibull  Books and online resources are also available.
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